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IdM Roadmap: Update

John Ellis
Director, Integration



SSPR roll-out

• 1/8/2010: new self-service password reset 
functionality deployed to UTS-Staff only for eat-
your-own-dogfood testing.

• Based on feedback and results, we have made 
some minor adjustments and are ready to roll-out 
to all “relevant” customers.

• “Relevant” = all accounts that have EUV LDAP 
and AD defined as resources in ENID.

• 1/22/2010: approved change date. So, by 
Monday, 1/25/2010, relevant customers will be 
able to use SSPR at https://enid.emory.edu/
myaccount
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SSPR continued

• What relevant customers will see at login:
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SSPR continued
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• Click on “Passwords” tab:



SSPR continued
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• Click on “Authentication Questions” tab:



SSPR continued

• Forgot Your Password? Click the button:
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Password.service

• What about the legacy SSPR application:
https://password.service.emory.edu/
selfserve/login.php?
– 3/1/2010: tentative date for the retirement of 

password.service. Legacy SSPR will be retired 
at the same time.

– Roughly 2,000 customers have registered with 
the legacy SSPR. We will post a service 
change announcement on the legacy web 
page (with redirect on 3/1/2010)
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SSPR continued

• IdM Roadmap feedback? Please send to:
idmfeedback-l@listserv.emory.edu
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Service Management 
Competency Center    (SMCC)
Joel Thomas, Enid Britton & 
Luciano Dalla Venezia
 



13

Emory Service Management Roadmap

Change Management
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January 2010: Service-Now, Phased Approach
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SMCC Overview

Phase 2Phase 1 Phase 3

Change Mgmt Incident  Mgmt

Problem  Mgmt

Founda%ons

Discovery

Categoriza%on

Request  Mgmt ‘Lite’

Request Fulfillment

Knowledge Mgmt

Configura%on Mgmt



Q1 
2011

Q4 
2010

Q3
2010

Q2 
2010

Q1
2010

Q4 
2009

January 2010: Present Status
Service-Now Project Roadmap
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Change Management
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 Completed Activities:

 Process development and associated documentation: Process 
Diagram, Specifications, Roles & Responsibilities, Functional 
Requirements

 Final Review of documentation by the change management 
working group

SMCC Overview



Change Management Process Flow
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SMCC Overview



Change Management Roles & Responsibilities
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SMCC Overview



Change Management Functional Requirements
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SMCC Overview



Change Management
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 Current Activities:

 Configuring Change management functional Requirements in 
Service-now

 Identifying and scheduling Focus Group meetings

 Preparing Test and Training plans

SMCC Overview



Change Management
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 Activities to come:

 Test the configured process in Service-now

 Update documentation as a result of testing and input from Focus 
Groups

 Identify and train the Emory Change Management users

 Communicate the final product to the broader Emory community

SMCC Overview



Categorization
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Deliverable: 
List of the categories and hierarchy of those categories (Categorization 
matrix) to be used by future ITSM processes.

In Scope:
• Define a list of categories and groupings related to existing services
•Document Categorization matrix

Out of Scope:
• Routing
•Reporting
•SLA/Escalations

SMCC Overview



Categorization
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SMCC Overview

• Completed Activities:
• Working Group kick-off 
• Categorization matrix design decision (3 tier)

• Next steps:
• Working group finalize base Categorization
  matrix (Jan. 21)
• Schedule final Focus groups 
  (week of Jan. 25)



Sample Categorization Matrix
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Next Projects
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 Incident Management/Request Lite

Knowledge Management

Each Working Group scheduled to kick-off around  
February 1st

Resources have been selected

Submitting to Steering Body for approval 1/22

Resource Managers notified  

Resources notified as soon as possible

SMCC Overview



Contact us:
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To participate in a Focus Groups please let us know:

 Incident Management

Knowledge Management

Please email us at smcc@emory.edu

Future home to store and share information  

  Blackboard.emory.edu 

 Community\Service Management Competency Center

SMCC Overview

mailto:smcc@emory.edu
mailto:smcc@emory.edu
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SMCC Presentation
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Emory’s Next Generation 
Wireless

Adventures in 802.11n 
Evaluation, Testing & 
Deployment



802.11n Wireless

• Faster
• Up to 300Mbps (~150-200 Mbps throughput) with 

current hardware
• Up to 600 Mbps with ratified standard hardware
• Versus 54 Mbps (~22 Mbps throughput) for 802.11g

• Better Range
• May extend reach of 5 GHz band to distances of 

802.11g (2.4 GHz) today (802.11g)
• Use of MIMO and other technologies to reduce 

interference and get better range & speed
• Can Use More Spectrum

• 40 MHz channels vs. 20 MHz channels
• Only three 20MHz channels available in 2.4 GHz band

Basic Features
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802.11n Wireless

• 802.11n Standard Ratified in 09/09
• Emory 802.11n Vendor Evaluation is 

Complete
• Non-selected vendor’s equipment 

uninstalled
• Replaced with selected vendor’s 802.11n 

equipment
• Project now going to Governance

What’s the latest news?
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Emory’s Evaluation
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Bake-Off/Smack Down/Throw Down/Proof of Concept



802.11n Wireless

• Negotiated significant cost savings from 
vendor
• Planning to reduce monthly charges per 

Access Point (AP)
• More speed, more bandwidth, less cost

• Replace currently deployed APs with 
802.11n APs
• No cost to departments for this upgrade

• Aggressive replacement timeline

What are the implications?
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802.11n Wireless

• Combining Academic and Healthcare 
wireless networks
• Single system to manage

• Deploying Aruba AP105s in majority of 
locations vs. AP125

More Implications
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• APs need GigE connections to handle 
up to 300+Mbps traffic

• APs need standard Power over 
Ethernet (PoE) but injectors must 
support GigE connections

• Controllers need multi-Gigabit 
connections to handle traffic

• AP costs are currently 4x to 6x 
1.5x-2x current AP costs

Network & Other Requirements
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802.11n Wireless

Deployment
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PGP Update

Brad Judy
Information Security



PGP recap

• PGP Whole Disk Encryption selected as 
Emory’s disk encryption technology

• Volume licensing agreement ($45.50/seat)
• PGP Professional Services engagement
• PGP Universal Server built and configured
• Project team testing
• PGP pilot testing with volunteers
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PGP Project update

• In the final stages
– Documentation prepared
– Training prepared and scheduled for service 

desks
– Training prepared for local IT support 

• Planning on Jan 28th and Feb 1st sessions
– Finalizing LDAP proxy for PGP Universal 

Server
– Official go-live date TBD based on LDAP proxy 

work (expected by end of Jan)
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Local support training
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• Two training levels – basic and advanced
– Basic

• Overview, licensing, server-client interaction, 
installation, whole disk encryption, common 
problem scenarios

– Advanced
• USB drive encryption, PGP Zip, PGP Virtual drives, 

PGP keys, PGP shredder
• At a future date TBD

PGP Update



Next steps for depts
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• Have you already paid for licenses?
– Contact John Connerat, Carole Hirthler and 

Sandra Harrison if you need licenses
• Attend one of the local support training 

sessions
• Contact securityteam-l@listserv.emory.edu 

if you have other questions about PGP

PGP Update

mailto:securityteam-l@listserv.emory.edu
mailto:securityteam-l@listserv.emory.edu


IT Security Update

Brad Judy
Information Security
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Awareness topic

Lock your computer

+
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PDF exploit attack stats
• Malicious PDF files hosted in Russia and 

linked from websites – attempted downloads 
by Emory systems (all blocked)
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